Прокуратура города предупреждает о новых способах мошенничества, связанного со звонками от имени сотовых операторов.

Мошенники сообщают человеку, что ему необходимо «продлить сим-карту» из-за того, что срок её действия или договора на предоставление услуг заканчивается. Под этим предлогом злоумышленник пытается получить данные для входа в личный кабинет абонента, а также одноразовые коды для проверки.

Если удастся это сделать, мошенник настроит переадресацию СМС на свой номер. И начинает получать все сообщения, в том числе от разных сервисов и банков. В результате мошенник сможет добраться до личного кабинета человека в интернет-банке и перевести оттуда деньги.

Прокуратура города призывает граждан быть бдительными и соблюдать простые правила. Помните, что у сим-карт нет срока действия и их не нужно продлевать. По всем вопросам, касающимся мобильной связи, необходимо связываться с операторами только по официальным контактам. Никогда и никому не передавайте логины и пароли, а также одноразовые пароли из СМС. Данное действие может причинить материальный ущерб значительному числу граждан.
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